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• Ensures security using
innovative “Location
Services”

— Instantly identifies the exact
user port where an attack
was sourc e d

— Allows business to continue
while isolating the attacker
only; other users are
unaffected

• A key element of
Secure Networks

— P rovides threat containment
using network policies

— Supports policy/role
change based on a user’s
configuration

— Provides security threat
categorization and IDS
signature scoping

• Incorporates the best
attributes of enterprise
network management and
intrusion defense

— Provides a granular
(per-user) policy for stop-
ping unwanted threats
and attacks

— Provides event log and
reporting

— Offers granular, port-level
control based on the
threat and event type

• Wide platform support

— Use on Windows 2000,
2003 Server, and XP
operating systems; Solaris
v2.7, 2.8; Linux Red Hat
v9 and Linux Enterprise
ES v3

— Integrates with HP
OpenView, providing a
complete solution with
one of the most popular
NMS platforms in the
market

NetSight™ Atlas Automated Security
Manager

• Integrates the network’s switching and routing infrastructure with
intrusion defense security technology to support Enterasys’ Secure
Networks

• Incorporates the best elements of enterprise network management
and intrusion defense

• Industry’s first product to stop threats and protect network and
business operations dynamically

Bringing Integrated Security to
the Network Infrastructure

NetSight Atlas Automated Security
Manager is the industry’s first security
application to make the critical connection
between infrastructure and security. To do
this, NetSight Atlas Automated Security
Manager uses a revolutionary new tech-
nique to integrate the switching and routing
infrastructure with Dragon™ Intrusion
Defense technology, providing the ability
to take action on the port on which an
attack is identified. 

NetSight Atlas Automated Security Manager
takes security events from Dragon
Intrusion Defense, locates the exact port
on the Matrix™ switch where attacks are
e n t e r i n g the network, and takes action on
the port, stopping the threat. Using a
“quarantine role” for the user connected
to the port, the Matrix switch can dynam-
ically deny, limit or change the character-
istics of the user’s access to the network.

NetSight Atlas Automated Security
Manager is the industry’s first product 
to stop threats and protect network and 
business operations dynamically.

It is the first in a series of new Enterasys
security applications designed to support
Secure Networks.
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Warranty

As a customer-centric company, Enterasys is committed to
providing the best possible workmanship and design in
our product set. The NetSight product family includes a
ninety (90) day warranty that covers defects in media only.

Service and Support

Enterasys Networks understands that superior service and
support is a critical component of Networks that Know™ .
The Enterasys SupportNet Portfolio—a suite of innovative
and flexible service and support offerings— completes the
Enterasys solution. Enterasys SupportNet offers all the
post-implementation support services you need—online,
onsite or over the phone—to maintain network availability
and performance.

Additional Information

For additional information on NetSight Atlas, please visit
enterasys.com/products/management

Contact Information

Contact Enterasys Sales at 877-801-7082 or
e n t e r a s y s . c o m / c o r p o r a t e / c o n t a c t / c o n t a c t - s a l e s . h t m l

Enterasys Networks
Corporate Headquarters
50 Minuteman Road
Andover, MA 01810
U.S.A

NetSight, Dragon and Matrix are trademarks
or re g i s t e red trademarks of Enterasys
Networks. All other products or services
mentioned are identified by the trademarks
or service marks of their respective compa-
nies or organizations. NOTE: Enterasys
Networks reserves the right to change
specifications without notice. Please con-
tact your representative to confirm current
specifications.

All contents are copyright © 2004 Enterasys
Networks, Inc. All rights reserved.
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System Requirements

Windows 2000. XP, 2003 Server
Recommended: P4, 2.4GHz, 1GB RAM
600MB free disk space

Solaris OS
Solaris 2.7 & 2.8
Recommended: Ultra 30/60, 900MHz, 1GB RAM
600MB free disk space

Linux Red Hat 9, Linux Enterprise ES
Recommended: P4, 2.4GHz, 1GB RAM
600MB free disk space

Specifications

ASM-SE-LIC
NetSight Atlas Automated Security Manager—Small Enterprise, 0 to 250 nodes

ASM-ME-LIC
NetSight Atlas Automated Security Manager—Medium Enterprise, 251 to 2,000 nodes

ASM-LE-LIC
NetSight Atlas Automated Security Manager—Large Enterprise, 2,000 to 20,000 nodes

ASM-U-LIC
NetSight Atlas Automated Security Manager software license key for use with 20,001 to unlimited nodes 
(requires NetSight Atlas Console)

NSA-ASM-CD
NetSight Atlas Automated Security Manager CD (requires NetSight Atlas Console and a valid use license)

ES-SAS
Software Application Service provides upgrades to newer versions as well as phone support

Ordering Information
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